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How do you help the Board Manage Cyber Risk & av0|d the
bear traps

What is it they want or need to know?

What are the right questions they need to ask the executive team?
Would they understand the answer?

Is the company correctly prioritising investments, or justifying why not?

How do you (ergo they) assess & understand what their exposure is?

Questions often include;
How do we compare to others?
Have we had an outside assessment?
Do you have enough from us (bear trap question)



Areas Boards continue to need to consider,
the US, for example

Executive Order on Cyber Security
Zero Trust Model for Federal Agencies
New SEC Rules on Cyber

Financial Quantification of Cyber Risk

SBOM implications e.g. FDA



“90% of Boards Aren’t
Ready for the New
SEC Cyber
Requirements.

Source Forbes Tech Council and CAP
Group



“so what can you/we do?

Discuss
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