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Corporate Espionage – Intelligence 
Techniques and Responses  
PHYSICAL AND CYBER SECURITY  

Designed for 
• CISOs, CSOs, Business Intelligence and teams  

• Board Directors and Senior Managers 

Benefits of attending 
• Develop new skills and knowledge for corporate operations and security 

managers  

• Learn what intelligence is, who collects it and methods of intelligence 
gathering 

• Learn from examples of insider threat and counter intelligence and how 
security is compromised by human nature 

 
Learning Objectives 

• Build business espionage protective frameworks  

• Source information and intelligence gathering  

• Understand the psychology of the insider threat  

• Practical application on how security is compromised by human nature  

• Innovative ways to test espionage vulnerabilities in your business   

How you will learn 
Three modules will teach through practical exercises.  
Individual personal review of skills development. Softcopy course take-aways. 

 
Module 1 Intelligence 
Module 2 Physical and information security network  
Module 3  Role playing intelligence gathering 

 

Programme Leader 
 

Robert Shaw - is a security, intelligence and EOD executive 

with a UK Military background. He has broad strategic and 
operational experience and has advised senior staff, diplomats 
and government officials on aspects of security, intelligence, 
threat analysis, crises management, and resilience strategies. He 
has been the UN Security and EOD Advisor; Liaison officer for the 

UNMAS and UNOPS and has experience with NATO, the GCC, African Union, OSCE, 
EUPOL, FCO and others. Robert is a respected expert, has specialist research background 
on suicide bombing and has provided thematic briefs on worldwide security issues 
relevant to UNMAS/UNOPS missions. 

 Overview 

You will learn about a world of 

espionage that will be surprising. This 

will motivate you to learn from case 

studies and  practical exercises how 

to use Intelligence, be more aware 

and the building blocks for  

professional security framework to 

counter this threat to the value of the 

business Espionage occurs 

throughout the sales and supply 

chains and inside the crown jewels of 

data and intellectual property you 

previously thought was safe.  

Skills in countering espionage are 

essential and constantly adapt to 

rapid changes in high grade 

technology and vulnerabilities in 

communications and data. Business 

breaches are most damaging when 

insiders are not detected.  Cloud, 

web based services, mobile devices, 

AI and quantum computing are tools 

for hostile actors to exploit the 

company.    

NEW DATE! 
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This course can be run as an 

In-house or Bespoke 

Programme 
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