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Trusted community - creating meaningful interactions for CISOs and cybersecurity luminaries
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6 key themes 
CISOs today are uniquely positioned to ensure that security 
is embedded as technologies such as blockchain, artificial 
intelligence, IoT, data analytics and hyper-convergence offer new 
ways for doing business.  The mission is clear: transformation and 
steerage of the enterprise into the next era of digital business. 
To advance, building bridges in the cybersecurity field is more 
important than ever - new partnerships and connections are  
vital - internally, within supply chains and with customers.

1. Cyber defence, privacy and trade-offs  
Tackling those elephant in the room and bigger geopolitical, 
economic and crime questions in a VUCA world! 
2. Digital innovation and security by resilience 
Realities of CISO and CIO as enablers of business innovation 
3. Cybercrime, intelligence and response strategy 
Latest in prevention, remediation, offensive security, intelligence  
4. Security culture, privacy and data explosion 
Identities, culture and trust  
5. Supply chain risk, operational resilience and security  
Risk and governance and the supply chain in crisis  
6. Talk to the Board, investment and IP leverage  
Opportunities in cybersecurity for business value

Dear Colleague, 

From 19-21 June 2019, CISO leaders from around the world will 
unite in this trusted space to benchmark progress and challenges 
on cybersecurity priorities in the wonderful city of Rome for the 3rd 
CISO 360 Congress. This event follows recent successes in Barcelona, 
Dubai, Lisbon, Abu Dhabi and Barcelona.

The programme is designed to enhance interaction and facilitate 
discussion around the key challenges and critical topics confronting 
CISOs and leaders in technology and business.

CISOs and senior executives share openly in this closed-door 
environment to benchmark CISO to CISO on the emerging 
opportunities and risk horizon, role expectations and business 
technologies within the years to come, as well as to learn from 
perspectives beyond the security spheres!

•	 2.5 action-packed days! Keynote addresses, topical debates, 
practical use corporate case studies, deep-dive industry focuses, 
think tanks on emerging priority areas, accumulating in the CISO 
360 Roundtable.

•	 55+ speakers from around the world, deep insights into 
what good security looks like, what is the new expectation.  

•	 360 perspective for CISOs – a journey beyond security 
to expose the audience to the views of business leaders, 
innovators and investors! 

•	 Ratio of trusted partners  - security industry who have 
agreed not to talk product and who will add genuine value to 
the discussions in Rome. Everyone is integrated. After all, we are 
all part of the same problem and solution!

•	 7 networking events! With this in mind, the dedicated 
networking schedule  - for speakers, delegates and sponsors 
alike  - is an integral part of the whole CISO 360 experience! 

6 reasons why CISO 360 is different from other 
security events?
1.	 Trust-based community and an open sharing environment, 

- held entirely under the Chatham House Rule
2.	 60+ speakers - truly international, multi-faceted panel, with 

a focus on CISO to CISO benchmarking as well as bringing in 
new inspiring ways of thinking from non security perspectives!

3.	 Authentic integration between inhouse security, supply 
chain and technology innovators - we are part of the same 
jigsaw! 

4.	 Immersive agenda - debates, think tanks, roundtables, by 
sector discussions, scenario planning, live metrics...

5.	 Integral CISO 360 networking experience - enduring  
connections are guaranteed or your money back! 

6.	 A fresh R&D and investment focus - Views from  
technology innovators and investors. 

“By far the best event for 
2018 I have attended. I 
always makes an effort 
to attend CISO 360 as 
it is not just an event, it 
is a trusted community 
that comes together from 
around the world!” 

Ali Zeb, Group CISO and 
Group DPO, MS Amlin

“Nowhere else will you find such relevant 
content for CISO’s, shared by leaders in their 

fields” 
CISO, NATS

“Great speakers, great networking, intelligent 
discourse, Pulse CISO 360 Congress has it all!”

Quentyn Taylor, Director of Information 
Security EMEA, Canon Europe
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60+ International Speakers including... 

Keynotes - 19 June

Caspar Berry - Professional Poker Player 
Challenging the Way we Think about Risk Taking and Decision Making! 

Dvir Rubinshtein - Aviation SOC Manager, Israel
Cyber Resilience for the Aviation Sector to Enhance Overall Cyber 
Preparedness
Keynotes and Live Demos! 20 June

Jim Hinton - Founder, Lawyer, Patent & Trademark 
Agent 
Cybersecurity and Intellectual Property: How can we leverage IP?

Ken Munro - Security Writer, Car Hacker and IoT 
Destroyer!
How Supply Chain Flaws Become Endemic

Gadi Evron - Chairman, Israeli CERT
Away with Cassandra

Keynote - 21 June

Michael Colao - CISO/Head of Security Function, AXA
Governance of the Source: Private Equity Risk in the Cybersecurity Supply Chain

Chairman - CISO 360 Roundtable - 21 June

Professor Dr. Robert Coles, Visiting Professor, Royal 
Holloway
The ultimate sound-boarding and benchmarking for today’s CISOs and 

Chairman - 3rd CISO 360 Congress - 19-20 June

Marcus Alldrick, Former CISO, Lloyd’s of London and 
Principal Senior Advisor Risk, Compliance 
Global Risk Horizon Update cybersecurity leaders

Practical CISO to CISO Benchmarking - Case 
Studies, Panels, Think Tanks

Friedelien Brockerhoff
General Manager: Group Information Security Programme
MTN 

Mark Snel
CISO
Signify 

David Cripps
Frmr CISO
SETL and Investec 	
	
Martyn Booth
Chief Information Security Officer
Euromoney Institutional Investor

George Eapen
Global CISO and Head of Cyber Security
Petrofac

Irene Corpuz
Manager, Strategy and Future Department, HCT 
and Board of Advisors
OWASP Middle East

Simon Legg
Group CISO
Jardine Lloyd Thompson Group plc (JLT)

Colette Hanley
Global Head of Privacy
Nokia Group

Adam Drabik
CISO
Opel Vauxhall Finance

Amy Lemberger
Cybersecurity Director
GSMA

Thomas Langford
Information Security Advisor
Comic Relief 
Frmr CISO, Publicis Groupe

Paul Hopkins
Global Head Cyber Strategy & Secure by Design
Vodafone

Paul Heffernan	
CISO	
Revolut

James Gosnold
Head of Cyber Technology Services
UK Department of Work and Pensions (DWP) 

Des McGuckian
Strategic IT Project Manager
Transport for London (TfL) 

Tim Varkalis
Group Security - Threat Intelligence Lead
AXA

Dawn M Jackson
Global Cyber Threat Intelligence Manager
Willis Towers Watson

Lee Cartmell
Group CISO
 Stagecoach Group (UK)

Riccardo Bianchi
Global BUIT, Chief Information Security Officer
DHL Global Forwarding (Germany)
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60+ International Speakers including... 

Practical CISO to CISO Benchmarking - Case Studies, 
Panels, Think Tanks

Edward Ayman Ganom
Head of Information Security
The Commercial Bank of Qatar (P.S.Q.C)

Graeme Cantu-Park
Head of Global Security Operations
The Hut Group 

Robert Shaw
Senior Security Advisor
United Nations 

Tom Gamali
Group Chief Information Security Officer & Global Head of 
Business Resilience
Abdul Latif Jameel Company

Lee Barney
CISO
Retail/eCommerce

Luminaries, Unique Keynotes, Scenario Planning

Dr Stefano	Zanero	
Cybersecurity Professor and Entrepreneur
Politecnico di Milano

Olivier Pfeiffer
Head of Finance and Critical Infrastructure Markets
ID Quantique

Dr. Eduardo Solana
Senior Lecturer of Cryptography and Security
University of Geneva

Prof. Ing. Claudio Cilli
Dipartimento di Informatica
Università degli Studi di Roma “La Sapienza” 

Dr. Victoria Baines,
Visiting Associate
Oxford Internet Institute

Dr. Sally Leivesley
Director, Newrisk Ltd
& Founder Member, The Exercise Group7 (TEG7) 

Lady Olga Maitland
Chairman
Copenhagen Compliance

Marco Misitano
President
(ISC)2 Italy Chapter 

Dr. Vasileios Karagiannopoulos
Senior Lecturer in Law and Cybercrime, Institute of Criminal Justice 
University of Portsmouth

Innovators, R&D, Keynotes, Strategists

Ben Jeffreys
Senior Executive
Nominet (UK)

Edvinas Pranculis
Vice President, Global Sales Operations | Data Protection Officer 
SOC Prime (Lithuania)

Fabian Libeau
VP, EMEA
RiskIQ (UK)

James Linton
Threat Researcher
Agari (UK)

Joel Stradling
Research Director
GlobalData (Spain) 

Justin Shaw-Gray
Director UK&I
Synack (UK)

Marc Lueck
CISO
Zscaler (UK)

Mariana Pereira
Director
Darktrace (UK)

Mark Ampleford
Head of Security Division
Barclay Simpson (UK)

Márk Félegyházi
CEO
Avatao (Hungary)

Matt Middleton-Leal
GM EMEA & APAC
Netwrix (UK)

Necati Ertuğrul
Founder & CTO
CyberCyte (UK)

Paul Brucciani
Head of Commercial Business Development, UK
Garrison Technology (UK)

Paulo Glórias
Regional Director
BitSight (Portugal)

Richard Matti
Director
NetClean (Sweden)

Richard Davis
Global Cybersecurity Strategy
ProofPoint (UK)

Rich Turner
VP EMEA
CyberArk (UK)

Rob Robinson
Director of Security and Network
Company85 (UK)

Vipul Asher
Privacy Consulting Manager
OneTrust (UK)

Innovators, R&D, Keynotes, Strategists

Aftab Afzal
Co-Founder & CRO
CyberCyte (UK)

Andrew Mabbitt
Director
Fidus Information Security (UK)

Ben Bulpett
EMEA Identity Platform Director
SailPoint (UK)
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Welcome Reception: Tuesday 18 June
19:00-
22:00 	 Welcome Drinks Reception – Rooftop Radisson Blu Rome
	 Play poker with keynote speaker, Caspar Berry, and learn about risk taking while 	
	 you meet fellow participants!

CISO 360 Congress Day One: Wednesday 19 June
	
07:30	 Coffee and Registration

08:00	 Chairman’s Opening Global Risk Horizon
	 Marcus Alldrick, Former CISO, Lloyd’s of London and Principal Senior 	
	 Advisor Risk, Compliance (UK)

08:30	 OPENING Keynote Host Nation 
	 Dr. Stefano Zanero, Associate Professor, University of Milan (Italy)

08:45	 Opening Keynote 
	 Risk-taking and decision-making
	 Caspar Berry uses the metaphor of poker as a vehicle to communicate 
	 universally resonant messages around the need to take risk and seize 
	 opportunities. Story, maths, metaphor and logic are combined. After starting 	
	 his working life as an actor in BBC drama Byker Grove, Caspar studied 
	 economics at Cambridge before making the momentous decision to move to 	
	 Las Vegas and become a professional poker player.  Now a veteran of over 		
	 2,000 speeches in 30 countries, Caspar uses his unique experiences to deliver 	
	 challenging messages about risk-taking and decision-making to maximize 		
	 returns in an increasingly uncertain world.
	 Caspar Berry, Professional Poker Player

09:45	 EU Highlights What are the top two current security challenges for 	
	 organisations globally? 

Discover what the top two security challenges for organizations are globally based on 	
	 new key findings of the Security Report 2019 launched by leading 

	telecommunications and technology firm Telstra. What are the latest trends and top 	
	 challenges in security for organisations? How organisations are better managing 	
	 risk? How are we better understanding and responding to emerging technologies?
	 Joel Stradling, Research Director, GlobalData on Behalf of Telstra 

10:00 	 Unique Keynote 
	 What can exercises in future-thinking tell us about the cybersecurity 	
	 and international diplomacy challenges that we need to prepare for?
	 By now we should all be zooming around in flying cars, teleporting to meetings, 	
	 and holidaying on the moon. What went wrong?  Should we have reached greater 	
	 international consensus about cybersecurity, cybercrime, disinformation and what 	
	 to do about them by now? What real practical challenges does this create for CISOs 	
	 of companies that operate in multiple jurisdictions?
	 Dr. Victoria Baines, Visiting Associate, Oxford Internet Institute (UK)

10:20	 Keynote and Practical Use Case Stories Using AI to counter the next 	
	 generation of cyber-threats
	 With so much hype, it’s hard to work out what’s truly AI, what’s not, and what 	
	 the future holds. But it’s easy to forget that AI is already here, and organisations 	
	 across every industry vertical are using it to provide an unprecedented level of 	
	 sophistication in threat detection and response. Hear how AI is already being used 	
	 in practical terms to protect our crucial data and fight back amid stealthy, 
	 sophisticated, and growing cyber- threats.
	 Mariana Pereira, Director, Darktrace
			 
10:35	 4 BIG QUESTIONS What is technology’s current emerging role in  
	 international diplomacy? Predictions and trade-offs 
	 Engaging the audience with some of the big questions challenging leaders today. 
	 1. What responsibility does the Chief Information Security Officer have in driving 	
	 Innovation? 
	 2. Should technology be a strategic concern within international 
	 diplomacy?  
	 3. Cyber sanctions - Do institutions have the political will to act? How long will it take 	
	 to build consensus and until it is applied to a nation state sponsor? 
	 4. How can we manage in a world plagued by disinformation?
	 Chaired by: Lady Olga Maitland, Chairman, Copenhagen Compliance, 	
	 Founder, Defence and Security Forum (UK)
	 Joined by: Dr. Victoria Baines, Visiting Associate, Oxford Internet 
	 Institute (UK); Prof. Ing. Claudio Cilli, Dipartimento di Informatica, 
	 Università degli Studi di Roma “La Sapienza” and President, ISACA Rome 	
	 Chapter (Italy); Paul Brucciani, Head of Commercial Business 
	 Development, UK, Garrison Technology; Gadi Evron, Chairman of 		
	 the Board, Israeli CERT (IL-CERT) 	(Israel); Tim Varkalis, Group Security - 	
	 Threat Intelligence Lead, AXA (UK)

11:10	 Morning Coffee Break 

11:40	 Unique Keynote 
	 Cyber Resilience for the Aviation Sector to Enhance Overall Cyber 	
	 Preparedness
	 Dvir Rubinshtein, Aviation Security Operation Center Manager & 		
	 Aviation Security Expert, Security Division, Israel

12:00	 Keynote Understanding the criminal mind: how Western European 	
	 BEC syndicates leverage business intelligence
	 James (also known as the Email Prankster!) will expose the inner workings of a 	
	 sophisticated, UK-based cybercriminal organisation. Learn the tactics of this 		
	 group, how they leveraged business intelligence to digitally profile their targets, 	
	 on which they launched their business emails compromise attacks.
	 • The inner workings of BEC criminal groups • What responsible active defence 	
	 techniques can we use to identify and disrupt cybercriminal organisations 		
	 •How can we combat a cybercriminal that operates like a modern corporation?
	 James Linton, Threat Researcher, Agari 

12:15	 Panel Cyber Crime - How are AI/ML and disruptive technologies 		
	 supporting sustainable, ethical and forward-thinking operations?

Practical applications, ethics and governance of advanced technologies in 
cybersecurity today - a ‘live’ snapshot. • Defining the current state of ML and 
AI technologies and sharing current case studies in cybercrime prevention and 
information security management. • Ethical dimensions and practical challeng-
es of developing and implementing ML/AI applications and other advanced 
technologies such as facial recognition.Which are the core ethical principles 
and practical challenges for designing and implementing ML/AI applications? 
• Protecting businesses and organisations against harmful practices and cyber 
enabled crime - How can AI be used in order to understand human behaviour 
better at an organisational level and successfully predict mistakes and 
deliberate insider compromises? • Adversarial ML intelligence – is this being 
used currently to develop and challenge ML/AI systems in cybersecurity 
and how? • How do these technologies align with the potentially conflicting 
interests and aims of law enforcement, businesses and governments and where 
do you see points of friction arising in future developments of security focused 
ML/AI? 

 	 Chaired by: Dr. Vasileios Karagiannopoulos, Senior Lecturer in Law 	
	 and Cybercrime, Institute of Criminal Justice Studies, University of 	
	 Portsmouth (UK)
	 Panellists: Friedelien Brockerhoff, General Manager: Group 
	 Information Security Program, MTN (South Africa); Mariana Pereira, 
	 Director, Darktrace; Tom Gamali, Group Chief Information Security 	
	 Officer & Global Head of Business Resilience, Abdul Latif Jameel
	 Company (Kuwait); Ben Bulpett, EMEA Identity Platform Director, 		
	 SailPoint; Ben Jeffreys, Senior Executive, Nominet  

12:45	 Keynote 10 Proven ways in 10 minutes to develop a GDPR-Ready 	
	 Incident and Breach 72-Hour Action Plan!
	 Vipul Asher, Privacy Consulting Manager, OneTrust 

12:55	 Innovation Insights Quantum-a double-edged sword? How do we 	
	 future Quantum-proof our current and future infrastructures?
	 Quantum Computing is a double-edged sword, its usage for stronger encryption 	
	 versus its usage to break current encryption. How do we future Quantum-proof 	
	 our current and future infrastructures? • Quantum cryptanalysis: How (in)		
	 secure are current cryptosystems when considering the emergence 		
	 of a powerful universal quantum computer? • What is the current status in the 	
	 process of building such a universal quantum computer? • When should we 	
	 worry about it? • How quantum physics may contribute to build quantum-safe 	
	 solutions (quantum number generators, quantum key distribution, etc.) • How 	
	 the crypto community (academia, corporations, administrations, 
	 standardization entities, etc.) is responding to the quantum-based cryptanalysis 	
	 threat? • What else is important: crypto-agility (it should be best practice)
	 Led by: Dr. Eduardo Solana, Senior Lecturer of Cryptography and 		
	 Security, University of Geneva and Olivier Pfeiffer, Head of Finance 	
	 and Critical Infrastructure Markets, ID Quantique (Switzerland)
	
13:20	 Lunch

14:10	 Keynote Back from the Future: What do the films Terminator, 		
	 iRobot and Minority Report have to do with Identity Governance?
	 Ben Bulpett, EMEA Identity Platform Director, SailPoint 

14:25	 Keynote Balancing Investment and Security Risk Reduction
 	 Richard Turner, VP EMEA, CyberArk 
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14:40	 Interactive Workshop Disruptive decision-making for CISOs - how 
	 people, process and partnerships contribute to your transformation
	 How willing and able are we really to change our business processes and to 		
	 up-end long established ways of working? Expect your thinking to be challenged 	
	 in this benchmarking session, the ideal opportunity for CISOs to compare strong 	
	 frameworks and structures that are currently working.  Hear ‘live’ peer to peer 	
	 metrics on how organisations are currently innovating. 
	 • Digital strategy and innovation - What does it really mean? How can CISOs be 	
	 successful enablers of innovation and transformation? • What is the new 
	 expectation of a modern security function in the face of digital transformation, 	
	 IoT and analytics? • What frameworks are people using to create future-proofed 
	 operating model? • How can we inspire cultural change? • Practical case uses of 	
	 adapting to a digital strategy to show cost efficiency and competitive advantages
	 • How do we bridge the gap between developers and security?
	 Co-led by: Rob Robinson, Director of Security and Network Service, 	
	 Company85 and Paul Heffernan, CISO, Revolut (UK)

15:10	 Afternoon Tea Break	  

15:40	 Case Study 100 days as a CISO: lessons learned from Scriptkiddie to 	
	 CISO
	 Mark Snel, CISO - Information Security and Corporate Security, Signify 	
	 (The Netherlands)

16:00	 Keynote Back to Data Security Basics: What’s Getting Lost in All the 
Buzz 
	 • We are spending more than ever on data security: Why is the number of data 	
	 breaches still rising? • Market buzz: Are vendors overcomplicating data security?
	 • Reducing risk without blowing your budget: Basic data security steps you should 	
	 be taking
	 Matt Middleton-Leal, GM EMEA & APAC, Netwrix

16:15	 Unique Keynote 
	 What is the True Cost of Security?
	 Thom shares his personal story of workplace stress and mental health trials in the 	
	 information security industry. He exposes how widespread this silent problem
	 really is and challenges the industry to do better.
	 Thomas Langford, Information Security Advisor, Comic Relief (Frmr 	
	 CISO, Publicis Groupe) (UK)

16:35	 Keynote DNS: Cyber Security’s Best Kept Secret
	 Ben Jeffreys, Senior Executive, Nominet 

16:50	 Unique Keynote 
	  Threat from Business Espionage
	 Robert Shaw, Senior Security Advisor, United Nations (UK)

17:10	 Case study Cloud journey 
	 Marc Lueck, CISO, Zscaler

17:20	 Panel How do we build a successful culture of security, privacy and 	
	 trust? Navigating complex regulatory oversight to ensure ethics and	
	  compliance
	 Privacy is becoming an ever-increasing concern in the world. Social Networks, 	
	 GDPR and on the opposite end of the spectrum, China has implemented a Social 	
	 Credit System.  What role does reputation play in our society? Where’s the 
	 boundary of security and privacy? • Business accountability for information 		
	 security - embedded in GDPR so key to this new privacy regime • How to win 	
	 hearts and minds - culture versus training • Measuring effectiveness - KPIs that 	
	 work, KPIs that don’t work • Can regulatory frameworks alone build trustworthi	
	 ness? • How do you build organisational accountability? • How can 		
	 we demonstrate trustworthiness? • Who do we trust today and why? Can trust be 	
	 absolute or does it depend on context? • Can you recover from a breach of trust/	
	 trust deficit? How? • How do organisations sabotage trust? How can we innovate 	
	 yet maintain trust? • Does trust matter if people still buy our product?
	 Chaired by: David Cripps, Frmr CISO, SETL and Investec (UK)	
	 Panellists: Colette Hanley, Chief Privacy Officer, Nokia (UK); James 	
	 Gosnold, Head of Cyber Technology Services, UK Department of Work 	
	 and Pensions (DWP); Martyn Booth, CISO, Euromoney 
	 Institutional Investor PLC (UK); Mark Felegyhazi, CEO, Avatao; Rob 	
	 Robinson, Director of Security and Network, Company85 (UK); Lee 	
	 Cartmell, Group Chief Information Security Officer, Stagecoach Group 	
	 (UK); Matt Middleton-Leal, GM EMEA & APAC, Netwrix

17:50 		  Close of Day One
18:15		  Coaches depart hotel
18:30-20:30 	 Reception - Borgo Ripa Gardens Rome
20:30-22:30 	 Dinner - Taverna De’ Mercanti Rome 

CISO 360 Congress Day Two: Thursday 20 June 

08:30	 Coffee

08:55	 Chairman’s Reopening
	 Marcus Alldrick, Former CISO, Lloyd’s of London and Principal 		
	 Senior Advisor Risk, Compliance (UK)

09:00	 Opening Keynote 
	  Cybersecurity, Intellectual Property and Investment
	 Market update on where IP in cybersecurity is headed on emerging threats and 	
	 predictions on how a new generation of technologies are transforming modern 	
	 business, and where the monetary opportunities lie. 
	 Jim Hinton, Founder, Lawyer, Patent & Trademark Agent, Own 		
	 Innovation (Canada)

09:30	 Keynote Protecting your Organisations’ “Very Attacked” People
 	 Building a people-centric security model based around an understanding of who 	
	 your organisations’ “Very Attacked People” are and how they are being attacked 	
	 can help to increase your organisations security posture. Insights into an
	 adaptive policy you can put in place to protect your people.
	 Richard Davis, Global Cybersecurity Strategist EMEA, ProofPoint

09:40 	 Unique Keynote 
	 Away with Cassandra
	 Gadi Evron, Chairman of the Board, Israeli CERT (IL-CERT) 

10:00	 KEYNOTE A Security Threat that is often Overlooked
	 While companies spend large amounts of money on cybersecurity,fraud, data 	
	 leakage and virus protection for good reason there is one aspect that is often 	
	 overlooked; the fact that 1 in 500 employees are using company assets and net	
	 works to handle child sexual abuse material (CSAM). Understand why the pattern 	
	 of dissemination puts companies and organisations at risk.
	 Richard Matti, Director, NetClean (Sweden)

10:10	 Case study Integrated Security for IT/IoT/OT Protection
	 Address the growing trend of convergence between the IT, IoT, and OT net		
	 works. A case in point revolves around integrating security for IT/		
	 OT threat detection and response, ensuring enhanced capability of detecting 	
	 and stopping both IT and OT attacks as well as those that cross the boundary. 
	 Edward Ayman Ganom, Head of Information Security, The 
	 Commercial Bank (P.S.Q.C) (Qatar)

10:30	 Case Studies Supply chain cyber risk monitoring: Adapting to the 	
	 new normal 
	 Learn how leading organizations are transforming their 3rd & 4th party cyber 	
	 risk management programs to address new security challenges, and their 		
	 plans for future program maturity.
	 Paulo Glórias, Regional Director, BitSight (Portugal)

10:50	 Morning Coffee Break

11:20	 Keynote Telemetry Data - the Rise of JavaScript Injection for 		
	 Browser Based Attacks
	 Revealing insights into the rise in browser-based attacks and the risk they 		
	 pose to any organisation that acts as an on-line merchant. Hear how, through 	
	 telemetry data, the company has identified tens of thousands of organisations 	
	 whose websites have been compromised through JavaScript injection.
	 Fabian Libeau, VP, EMEA, RiskIQ

11:30	 CISO 360 Think Tank Practical Views on Testing and Risk Mitigation 	
	 Strategies - What role are new technologies playing and how does this 	
	 fit within the business risk? What effective remedies are we seeing?
	 Select 2 out of the 4 topics. You will rotate once between the table facilitators, 	
	 key findings will be shared back to the full audience at the end.
	 Roundtable 1: Smart Crowd Sourcing and Bug Bounties 
	 Led by: Justin Shaw-Gray, Director UK&I, Synack and David Cripps, Frmr 	
	 CISO, SETL and Investec (UK)
	 Roundtable 2: Emerging Frontiers in Biometrics  
	 Co-led by: Necati Ertuğrul, Founder & CTO, Aftab Afzal, Co-Founder & 	
	 CRO, CyberCyte
	 Roundtable 3: What makes an Effective Cyber Threat Intelligence 
	 Programme?  Led by: Des McGuckian, IT Project Manager, Transport 	
	 for London (TfL) (UK) and Dawn M Jackson, Global Cyber Threat 
	 Intelligence Manager, Willis Towers Watson (UK)
	 Roundtable 4: How can we truly Achieve Security by Design 
	 Co-led by: Adam Drabik, CISO, Opel Vauxhall Finance (UK) and Paul 	
	 Hopkins, Global Head Cyber Strategy & Secure by Design, Vodafone



www.ciso360congress.com  |  +44 (0) 20 7936 8989  |  teampulse@pulseconferences.com

12:10	 Keynote How a Red Team can get quick wins!
	 Hear some of Andrew’s war stories from leading red team engagements 		
	 for leading UK and U.S. companies – including details of how to compromise 
	 buildings, networks and highly sensitive assets and, most importantly, how to 	
	 defend against him (and those more malicious!) 
	 Andrew Mabbitt, Director, Fidus Information Security

12:20	 Group Exercise Maximising Security in Complex Technological 
	 Enterprises – how can we advance the CISO’s role in fast transforming 	
	 business enterprises? 
	 CISO’s in Italy and other EU countries are supporting high technology innovation 	
	 that is driving business growth and transforming banking, manufacturing and critical 	
	 national infrastructure. This highly interactive discussion is for CISO’s on driving 
	 security solutions in complex technological enterprises.  • What are solutions to major 	
	 infrastructure challenges? Engineering design of interconnected monitoring systems 	
	 disaster; Banking infrastructure following major data breaches? Communications 	
	 network security challenges- 5G? • What emerging technologies are driving business 	
	 growth? Innovation processes • What is the CISO advice to business on secure 	
	 growth? • Regulation risks – GDPR? Sandbox testing and pen testing; Cloud; Open 	
	 banking; Drones for business; Building big data applications; IP	 theft
	 Dr Sally Leivesley, Director, Newrisk Limited & Founder Member, The 	
	 Exercise Group7 (TEG7) 

12:50	 Lunch

13:40	 Unique Keynote and Live Demos 
	 How supply chain flaws become endemic
	 Ken will break new research and show threat profiles not talked about before, as 	
	 well as treat you to some new demos! From automating processes by mobile and 	
	 the mistakes we make along the way to car alarms, hot tubs, this talk guarantees to 	
	 reinvigorate you post-lunch!
	 Ken Munro, Security Writer, Car Hacker and IoT Destroyer!

14:20	 Keynote How to Transform your SOC (Security Operations Centre) for 	
	 Maximum Efficacy 
	 Edvinas Pranculis, Vice President, Global Sales Operations, Data 
	 Protection Officer (DPO), SOC Prime Inc. (Lithuania/ U.S.)

14:30	 ON STAGE INTERVIEW 		
	 Two-Way Street CISO: Procurement Realities 
	 Hear candid insights about what is happens strategically on both sides of the cyber	
	 security procurement table! George will answer questions around the processes and 	
	 questions involved to win approval for cyber funds and how technology providers can 	
	 most effectively support this.
	 Interview with: George Eapen, Global CISO and Head of Cyber Security, 	
	 Petrofac (UAE)

15:00	 Case study Rules of the Anti-CISO: building CISO Offices for the 		
	 modern world
	 Simon Legg, Group Chief Information Security Officer (CISO), Jardine Lloyd 	
	 Thompson Group plc (JLT Group) (UK)			 

15:15	 keynote Future Foresight in Higher Education
	 Irene Corpuz Manager, Strategy and Future Department, HTC (UAE)

15:30	 Afternoon Tea Break and Sponsors’ Prize Draw 

16:10	 Panel ‘Them and Us’! Building resilience and governance across 	
	 supply chains
	 •Building governance and due diligence within the supply chain 

•Emerging approaches to outsourcing cyber risk •Assessing the 	
appropriate levels of resilience •How do you effectively ‘manage’ fourth 
parties? •Where can vendors help to define standards which would be 
supported by regulators? •What tools are evolving to help measure ven-
dor risk  •What are the different approaches to assessing it? •Can AI in-
crease third party risk? •How do you quantify vendor exposure other than 
running individual scenarios? •How to evaluate country and economic risk 
for offshore vendors •Working with third parties to ensure a truly resilient 
and secure supply chain network • How much of your data security is real-
ly under your control? • What is your risk management approach towards 
your suppliers? • How to secure your network and protect your sensitive 
data? • Planning and crisis response for emerging risks  • Cyber supply 
chain analytics - quantification of gaps, disruption, border friction 

	 Chaired by: Lee Barney, CISO, eCommerce (UK)
	 Panellists: Riccardo Bianchi, Global BUIT, CISO, DHL Global 	
	 Forwarding (Germany); Paulo Glórias, Regional Director, BitSight 	
	 (Portugal); Graeme Cantu-Park, Head of Global Security 
	 Operations, The Hut Group (THG) (UK); Adam Drabik, CISO, Opel 	
	 Vauxhall Finance (UK); Amy Lemberger, Cybersecurity Director, 	
	 GSMA (UK)

16:40 	 Panel How do we build truly diverse, authentic and 		
	 inclusive risk and security teams?
	 We need to diversify the composition of our teams and therefore the 	
	 way that we identify roles, amend the way we recruit to include 
	 differences of life experience, age, ethnicity, gender, sexuality, 
	 workability and neurodiversity, whilst recognising that all differences 	
	 should be seen as positives, not negatives.  If we have any chance of think	
	 ing like the criminals to build organisational resilience, we need to 
	 diversify our teams and therefore way we recruit and build our teams.
	 • What can we do to encourage diversity and inclusion? Is positive dis	
	 crimination leveling the playing field? • Is the alleged lack of cybersecurity 	
	 skills a pipeline challenge or a bias challenge? • Are we committed to 	
	 evolve rather than to stand still when 	we talk about diversity? 
	 • Authenticity - why covering remains a necessity • Thinking outside the 	
	 box - can your culture support this person to  enable them to do their 	
	 best? If everyone thinks the same, decision-making is faster and more 	
	 agile but is it right? •Check and balance - a diverse and inclusive culture • 	
	 What are emerging key skills for a security professional, beyond the 	
	 obvious? • Organisational security education and training
	 Chaired by: Marcus Alldrick, Former CISO, Lloyd’s of London 	
	 and Principal Senior Advisor Risk, Compliance (UK)
	 Joined by: Mark Snel, CISO - Information Security and 
	 Corporate Security, Signify (The Netherlands)
	 Dr. Victoria Baines, Visiting Associate, Oxford Internet Institute
	 Irene Corpuz, Manager, Strategy and Future Department, HCT 	
	 and Board of Advisors, OWASP Middle East (UAE)
	 Mark Ampleford, Head Security Division, Barclay Simpson (UK); 	
	 Lee Cartmell, Group CISO, Stagecoach Group (UK)

17:10		  Close of Day Two 
17:30		  Coaches Depart Hotel
18:00-22:00 	 Winetasting and Dinner – Santa Benedetta Vineyard

					     Friday 21 June (morning) 

The ultimate sound-boarding and benchmarking for today’s CISOs and cybersecurity 
leaders...
All invited guests are invited to contribute to the discussion.
The discussion will be held under the Chatham House Rule. 
The talks end with lunch and goodbyes!  
Pre-event: You shape the final agenda by inputting your top 3 current priorities. 
Post-event: Output report. 

Chaired by: Professor Dr. Robert Coles, Visiting Professor, Royal Holloway, University of London (UK)
Co-Facilitated by: 
• Michael Colao, CISO/Head of Security Function, AXA (UK)
• Marcus Alldrick, Former CISO, Lloyd’s of London and Principal Senior Advisor Risk, Compliance (UK)
• Irene Corpuz, Manager, Strategy and Future Depart., HCT & Board of Advisors, OWASP Middle East (UAE)
• Paul Hopkins, Global Head Cyber Strategy & Secure by Design, Vodafone (UK)
• Dvir Rubinshtein, Aviation Security Operation Center Manager, Security Division (Israel) 

 Timings

08:45-09:00 
 Arrivals and coffee

09:00-09:15 
Chairman’s Introductions and objectives
Professor Dr. Robert Coles, Visiting Professor, Royal   
Holloway, University of London (UK)

09:15-10:00 Opening Keynote 
Governance of the Source: Private Equity Risk in the 
Cybersecurity Supply Chain
Michael Colao, CISO/Head of Security Function, AXA

10:00-10:40 Session 1
10:40-11:00 Morning coffee break 
11:00-11:40 Session 2 
11:40-12:20 Session 3 
12:20-13:00 Session 4 and any other business 
13:00-14:00 Lunch and goodbyes

C



www.ciso360congress.com  |  +44 (0) 20 7936 8989  |  teampulse@pulseconferences.com

“2.5 days to mix with delegates allows both parties to determine 
whether any business is to be done and to develop personal rela-
tionships. We generated and qualified many leads which stand a 
good chance of leading to business. What went well:
- understanding what customers want: a product of spending 
time with them
- quality of delegates: as good as any event that I have attended, 
but the key difference was the amount of time spent listening to 
them and the opportunity to socialise.
- quality of support from you: very happy with this. Thanks for 
ironing out any wrinkles.“
Paul Brucciani, Head of Commercial Business Development, Garrison

“I would like to say thank Pulse for your effort, diligence, profes-
sionalism, patience and results - Pulse has been a great addition 
to our programme.” 
Tim Watson, Director of  Marketing, EMEA & APAC
Skybox Security 

Integral networking schedule for Rome 2019
All participants are invite to attend.

Tuesday, 18 June - Welcome drinks reception 
19:00-22:00 Welcome Drinks Reception - Rooftop Radisson Blu Rome. 
Play poker with professional Caspar Berry and learn about risk taking!

Wednesday, 19 June - CISO 360 Congress Day 1
07:30-08:00 Coffee and Registration
08:00-17:50 Congress (13:20-14:10 Lunch)
18:15 Coach Departs from Radisson Blu
18:30-20:30 Reception - Borgo Ripa Gardens
20:30-22:30 Dinner - Taverna De’ Mercanti
 

Thursday, 20 June - CISO 360 Congress Day 2
08:30-08:55 Welcome Coffee
09:00-17:00 Congress (12:50-13:40 Lunch)
17:30 Coach Departs Radisson Blu
18:00-22:00 Winetasting and Dinner - Cantine Santa Benedetta

Friday, 21 June - CISO 360 Roundtable
08:45-13:00 Roundtable Discussions
13:00-14:00 Lunch and goodbyes

Future Partnership Opportunities Available
Please contact: 
teampulse@pulseconferences.com
+44 (0)20 7936 8989

“CISO 360 is a must attend event to 
keep up to the latest trends, best prac-

tices and priority security concerns 
within the cybersecurity landscape” 

Euronext

mailto:teampulse%40pulseconferences.com%20?subject=
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About Pulse Conferences 
Pulse is the community based think tank and hub for professionals who deliver security, risk and 
governance across the globe.  Our events, training and reports focus on cybersecurity, corporate 
security, resilience, investigations, privacy, risk, audit and compliance. We create opportunities for 
benchmarking, networking and collaboration to progress and inform business and government 
agendas.
Connecting minds, assuring the future. 
Working locally, thinking globally. 

www.pulseconferences.com

inspire | connect | innovate

Venue and Accommodation
Registration Information

3 WAYS TO REGISTER
Online - www.ciso360congress.com
Phone - +44 (0)20 7936 8989
Email - teampulse@pulseconferences.com

Pricing Tiers
Delegate Pass Tier - CISOs/Inhouse Practitioners
•	 Early Booking: Delegate Pass (by 12 April 2019) £1,200 + VAT (save 

£500!)
•	 Standard Rate: Delegate Pass (after 12 April 2019) – £1,700 + VAT 

Please note:
•	 Delegate Passes are only available to book by in-house  

practitioners (i.e..  This rate does not apply to persons or  
companies providing advisory services or solutions to the security  
community.

•	 To find out more about how you can get participate as a provider 
or advisor to the CISO community, please contact  
teampulse@pulseconferences.com

•	 Pulse conferences reserves the right to approve that all  
registrations fall into the correct tier.

•	 Cancellation terms apply. Read more

Advisory Pass Tier - Limited to 5 Passes
•	 Advisory pass – suitable for cybersecurity service providers and 

advisories to the inhouse security/CISO community - £2,500 + 
applicable VAT (strictly limited to 5 passes per event)

Inclusions
•	 Entry to 3rd CISO 360 Congress (19-21 June 2019)
•	 Invitation to join the confirmed networking schedule  

(x2 receptions, x1 wine-tasting, x2 dinners) 
•	 Lunches and daily refreshments
•	 Certificate of attendance soft copy provided post-event on request
•	 Post-event presentation materials (subject to speaker opt-out) and 

output reports
•	 Invitations to future Pulse community events in your city!

Exclusions
•	 Travel and accommodation expenses to attend the event
•	 All other costs associated with planning for / attending the event
Please enquire sanna.lindstrom@pulseconferences.com for details.

Pulse Conferences Privacy Policy

The CISO 360 Congress Venue - Rome 2019 
Radisson Blu es. Hotel, Rome
 Via Filippo Turati, 171, 00185 Roma RM, Italy
www.radissonblu.com/eshotel-rome 

Discounted accommodation prices  
Pulse Conferences can offer specially discounted 
accommodation rates at The Radisson Blu es. Rome. Single rooms: EUR 
190 (approximately £168) + city tax per night and double room EUR 205 
(approximately £179)+ city tax per night. Room rate is available to book 
for dates: 18-23 June 2019 *pending limited availability. 
Booking link and alternative accommodation is here

http://www.pulseconferences.com 
http://www.ciso360congress.com
mailto:teampulse%40pulseconferences.com?subject=
mailto:teampulse%40pulseconferences.com%20?subject=
https://www.pulseconferences.com/conference/3rd-ciso-360-congress/registration-3rd-ciso-360-congress/
mailto:sanna.lindstrom%40pulseconferences.com?subject=
https://www.pulseconferences.com/about/privacy-policy/
http://www.radissonblu.com/eshotel-rome 
https://www.pulseconferences.com/conference/3rd-ciso-360-congress/venue-accommodation-ciso-360-rome/

