
www.ciso360middleeast.com  |  +44 (0) 20 7936 8989  |  teampulse@pulseconferences.com

inspire | connect | innovate

Trusted peer benchmarking and 
practical use cases for security leaders

5-6 December 2018 - Ritz-Carlton Vienna

We are delighted to welcome Sponsors of the 2nd CSO 360 Congress 2018 
2019 international speaker panel 
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Networking 
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11-12 March 2019
The St. Regis Abu Dhabi

2019 Gold  Sponsors

Strategy, future and innovation projects - security by design.
What are new expectations, challenges, strategies and responses?

Derek Cheng
Chief Security Officer

TalkTalk
UK

    Sultan Altukhaim 
Director of Information Security

Capital Market Authority 
Saudi Arabia

Dr. Viktor Polic
CISO 

ILO, United Nations 

Switzerland  
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"Great benchmarking for anyone with senior security 
responsibility!" Regional Security Manager, MENA, EY

Dr. Mohammad 
Khaled	
Cybersecurity 
and Digital 
Transformation 
United Arab Emirates

Kunal Taneja
Group Head 
Operational Risk & 
Information Security, 
Arab Financial 
Services Company
Bahrain

Major Dr. Hamad 
Khalifa Al Nuaimi
Head of 
Telecommunications 
Abu Dhabi Police 	
United Arab Emirates

4 key themes 
1. Cyber Threats and Opportunities in a VUCA World - cyber defence, privacy 
and trade offs
2. Securing Innovation in eCommerce: Security by Design - CISO and CIO as 
enablers of business innovation
3. Financial Crime: Predict, Prevent, Detect, Respond - building intelligent and 
offensive security programmes
4. Digital Trust, Risk and Governance - assuring cybersecurity, culture and trust
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Welcome to CISO 360 Middle East 2019!
Building on the global CISO 360 series and following the suc-
cess of our inaugural Middle East congress last April in 
Dubai, Pulse Conferences is delighted to announce the 2nd 
CISO 360 Middle East, hosted 11-12 March 2019 at the 
wonderful venue, The St. Regis in Abu Dhabi. 

Set against the backdrop of technological innovation given 
the artefacts of innovation that constitute the transformative 
digital economy - big data and analytics; cloud and mobility; 
IoT and Artifical Intelligence - today’s CISO is uniquely posi-
tioned to deliver bold, game-changing leadership.

This event will enable deeper peer to peer benchmarking 
and the sharing of practical use cases on current and 
emerging cybersecurity challenges and approaches that 
really matter. Chief Information Security Officers, CIOs, 
directors of cyber threat intelligence from across the Middle 
East and internationally will focus on how to leverage cyber 
security for forward thinking opportunity and resilience in 
the era of innovation - with practical usages always in mind.

4 key themes - Strategy, future and 
innovation projects - security by risk, 
governance and design. What are new 
expectations, challenges, strategies and 
responses?
1. Cyber Threats and Opportunities in a VUCA World - cyber 
defence, privacy and trade offs. Panel, case studies and a live 
scenario planning exercise!
2. Securing Innovation in eCommerce: Security by Design - 
CISO and CIO as enablers of business innovation. Case studies 
on the risks and opportunities - DevOps, supply chain, AI/ML, 
Cloud, IoT, Mobile, Blockchain and Data Science... 
3. Financial Crime: Predict, Prevent, Detect, Respond - 
building intelligent and offensive security programmes. 
Interactive benchmarking roundtables
4. Building Digital Trust, Risk and Governance - discussions 
on audit, cybersecurity and governance, culture and trust

What differentiates CISO 360 Middle East?
•Practical use case studies for real world application 
•Engaging and interactive roundtable discussions within 
trusted international and regional communities
•Ideal place to keep updated on emerging trends and threats
• Two days of solid benchmarking and networking with 
senior cybersecurity peers
• Dynamic panel discussions - keep updated on emerging 
trends and threats

“I extend my appreciation having been given the 
chance to witness the success of the first event. I look 
forward to further outstanding events!“ 
Head of IT, GOPA International Energy (Abu Dhabi)

Chaired by
• Marcus Alldrick, Former CISO, Lloyd’s of London & Principal Advisor, 
Santander (United Kingdom)

International speaker panel including
• Dr. Abdullah A.I. Alnajem, Computer Scientist & Risk-linked Security 
Expert, The University of Manchester (home of world’s first stored 
computer program & first transistorised computer)
• Ahmed Ebeid, Executive Director of Audit and Risk, Emirates Post Group 
(United Arab Emirates)
• Ahmed Baig Founder, CISOCouncil (United Arab Emirates)
• Mrs. Bhavani Suresh, President, ISACA UAE Chapter (United Arab 
Emirates)
• Ankit Satsangi, CISO, Head Of Cyber Security and Monitoring, Azizi 
Developments (United Arab Emirates)
• Derek Cheng, Chief Security Officer, TalkTalk (United Kingdom)
• Edvinas Pranculis, Vice President, Global Sales Operations, SOC Prime 
Inc. (Lithuania/USA)
• George Eapen, Global CISO and Head of Cyber Security, Petrofac
 (United Arab Emirates)
• Major Dr. Hamad Khalifa Al Nuaimi, Head of Telecommunications Sec-
tion, Abu Dhabi Police GHQ (United Arab Emirates)
• Dr. Hatim Zaghloul, President, Chairman & CEO, Inovatian Inc.
(Canada/Egypt)
• Irene Corpuz, Manager, Strategy and Future Department, HTC (United 
Arab Emirates)
• Kunal Taneja, Group Head – Operational Risk & Information Security, 
Arab Financial Services Company (Bahrain)
• Mahmoud Yassin, Head of IT Infrastructure and Security 
Operations, United Arab Bank (UAB) (United Arab Emirates)
• Maiysa Al Dhanki, Assistant Manager, Advisory Services, EY (Oman)
• Eng. Majed Alshodari, Chief Information Security Officer, Allied 
Cooperative Insurance Group (Saudi Arabia)
• Nuha Al Wali, Chief Information Security Officer - Technical 
Planning, Abu Dhabi City Municipality (United Arab Emirates)
• Dr. Mohammad Khaled, Cybersecurity and Digital 
Transformation Expert (United Arab Emirates)
• Ray Stanton, SVP/Group CSO TDC Group (Denmark)
• Shafiullah Mohamed Ismail, Senior Manager - Security & Cloud Archi-
tect Information Security & Risk (Technology Services), Mubadala BMS 
(United Arab Emirates)
• Tim Sandwell, Director Middle East, Barclay Simpson (United Kingdom)
• Tom Gamali, Group Chief Information Security Officer, Group Informa-
tion Security and Resilience, Large Conglomerate (Saudi Arabia)
• Dr. Sally Leivesley, Director, Newrisk Ltd, A Founder Member, The 
Exercise Group7 (United Kingdom)
• Sultan Altukhaim, Director, Information Security, Capital Market 
Authority (CMA) (Saudi Arabia)
• Dr. Viktor Polic, CISO, Head of Information Security and 
Assurance Services, International Labour 
Organization – United Nations & Adjunct Professor of Computer Science, 
Webster University (Switzerland)
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Day One: Monday 11 March 2019
8.30AM	 Coffee and registration

Cyber Threats and Opportunities in a VUCA World 

9.00AM	 Chairman’s Opening Global Risk Horizon 2019 and Beyond
	 Marcus Alldrick, Former CISO, Lloyd’s of London & Principal	
	 Advisor, Santander (United Kingdom)

9.20AM	 Keynote How Cybersecurity will lead to National Resilience 
	 Dr. Mohammad Khaled, Cybersecurity and Digital 
	 Transformation Expert (United Arab Emirates)

09.50AM Case study Security Awareness Programme at TalkTalk
	 This year, TalkTalk won the Cyber Security Awareness Plan of 	
	 the year at the annual Cyber Security Awards in London....so I 	
	 thought it might be good to talk through we did in 2018.
	 Derek Cheng, CSO, TalkTalk (United Kingdom)

10.20AM Panel Future Foresights - Cyber Threats and Opportunities 	
	  in a VUCA World 

			   A conversation with leading strategists, heads of information/	
	 cybersecurity and luminaries 	about what cybersecurity might 	
	 look like in the next 5-10 years ahead and 25-50 years ahead. 	
	 It will highlight the 	CISO and CSO perspectives on managing 	
	 security in a volatile, uncertain, complex and ambiguous 		
	 business environment. How we can prepare ourselves?

			   • What are the major predicted global risk drivers, patterns 	
	 and trends for the coming 5-10 years? 25-50 years? • How 		
	 can we build cyber resilience - actions for readiness? • What 	
	 emerging law enforcement and defence technologies could 	
	 be used for commercial use? • How can we manage threats 	
	 of disinformation by threat actors? • Is the interface of cyber 	
	 security and traditional/physical security functions a reality? 	
	 • How do we ensure we maximise the benefits of 		
	 future technology innovation without suffering its 		
	 consequences • Threat of the internet giants? Is it time to act 	
	 to curb online surveillance?

			   Chaired by: Ray Stanton, SVP/Group Chief Security Officer, 		
	 TDC Group (Denmark)

			   Panellists: Major Dr. Hamad Khalifa Al Nuaimi, Head of 		
	 Telecommunications Section, Abu Dhabi Police GHQ (United 	
	 Arab Emirates); Derek Cheng, CSO, TalkTalk (United 

			   Kingdom); Dr. Mohammad Khaled, Cybersecurity and Digital 	
	 Transformation Expert (United Arab Emirates); Sultan 		
	 Altukhaim, Director, Information Security, Capital Market 

			   Authority (CMA) (Saudi Arabia); Ahmed Baig Founder, 		
	 CISOCouncil (United Arab Emirates)

11.00 AM Morning Coffee Break

11.30 AM Real case scenario and learnings Incident Management 
	 Ray Stanton, SVP/Group Chief Security Officer, TDC Group 		
	 (Denmark)
 
12.00AM	Keynote How to Transform your SOC (Security Operations 	
	 Centre) for Maximum Efficacy
	 Edvinas Pranculis, Vice President, Global Sales Operations, 		
	 Data Protection Officer (DPO), SOC Prime Inc.

12.10AM Panel without a Panel CISO’s High-Tech Priorities for 		
	 Regional Growth, Innovation and Security 2019-2020 
	 Using case discussions to build a two-year outlook for growth, 	
	 innovation and security for CISOs, this is a discussion with 		
	 audience contributions looking at advanced threats 		
	 to intellectual property and critical industry. 

	 • Integrating cyber threat intelligence with innovation -		
	 case studies Health and Construction • Major Events risk and 	
	 opportunity - case discussion Expo 2020 Dubai. • Airports - 	
	 international case study of the first economic terror attack on 	
	 British critical infrastructure - December 2018 Gatwick Airport 	
	 drone attack • Financial sector advances and open risk 
	 appetite - the good and the bad experiences with AI, 
	 cybersecurity of supply chains • Health and biotechnical 
	 innovation and security - case eye/ brain control 	systems
	 Led by: Dr. Sally Leivesley, Director, Newrisk Ltd, A 
	 Founder Member, The Exercise Group7 (United Kingdom)	
	
12.50AM	Lunch

Securing Innovation in eCommerce: Security by Design 

2.00AM	 Panel WICS Future Foresight on the Security Landscape
	 Managing strategic IT initiatives and embedding security. 
	 Led by: Irene Corpuz, Manager, Strategy and Future 
	 Department, HTC (United Arab Emirates)
	 Joined by: Nuha Al Wali, Chief Information Security Officer 	
	 - Technical Planning, Abu Dhabi City Municipality (United 		
	 Arab Emirates); Maiysa Al Dhanki, Assistant Manager, Advisory 	
	 Services, EY (Oman)
 	
2.30PM	 Case study Saudi Vision 2030 and the land of opportunities 	
	 for Information Security Industry and Strategies
	 Eng. Majed Alshodari, Chief Information Security Officer, 	 	
	 Allied Cooperative Insurance Group (ACIG) (Saudi Arabia)

3.00PM	 Case study Mitigating cyberattacks in the energy/CNI sectors:	
	 Top strategic and OT threats 
	 George Eapen, Global CISO and Head of Cyber Security, 
	 Petrofac (United Arab Emirates)

3.20PM	 Case study Industrial Risk-linked Security for Detecting  
	 Manipulations & Preventing Severe Disasters for  Chemical & 	
	 Petroleum Plants 
	 Dr. Abdullah A.I. Alnajem, Computer Scientist & Risk-linked 	
	 Security Expert, The University of Manchester (home of world’s 	
	 first stored computer program & first transistorised computer)

3.40PM	 Afternoon Tea Break

4.00PM 	 Keynote and Panel Digital Transformation Challenges: Risks, 
	 Governance, Opportunities and Game-changers of AI, Big 		
	 Data, IoT, Blockchain? 
	 Address the challenges of cyber risks for digital 
	 transformation, innovation, future of work and sustainable 	
	 development goals. A keynote introduction by the CISO 		
	 of the ILO will be followed by an engaging discussion. Cut 		
	 through the hype and hear strategy and predictions.
	 • Futurist view of security implications of AI, Big Data, IoT, 		
	 Blockchain – predicted game changers • What advanced 		
	 technologies are actually being deployed? How AI will help to 	
	 achieve the UAE 100 years vision? • Role of innovation in 		
	 future foresight and future accelerations • OT and IoT preps	
	 Keynote Followed by Discussion Led by: 
	 Dr. Viktor Polic, CISO, ILO, United Nations (Switzerland)
	 Joined by: Ray Stanton, SVP/Group Chief Security Officer, TDC 	
	 Group (Denmark); Kunal Taneja, Group Head – Operational 	
	 Risk & Information Security, Arab Financial Services Company 
	 (Bahrain); Dr. Hatim Zaghloul, President, Chairman & CEO, 
	 Inovatian Inc.(Canada/Egypt); Mahmoud Yassin, Head of IT	
	  Infrastructure and Security Operations, United Arab 		
	 Bank (United Arab Emirates); Shafiullah Mohamed Ismail, 
	 Senior Manager - Security & Cloud Architect Information 
	 Security & Risk (Technology Services), Mubadala 	BMS (United 	
	 Arab Emirates)
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4.40OPM	Keynote 6G and the Convergence of Services
	 Dr. Hatim Zaghloul, President, Chairman & CEO, Inovatian 		
	 Inc.(Canada/Egypt)

5.00PM	 Keynote & discussion Building Trusted Future Security Teams	
	 Hear thoughts on how we can collectively improve the 
	 recruitment process,  standards and skills expectations - from 	
	 the 360 perspectives of recruitment firm, industry association 	
	 and inhouse CISOs. • Recruiting and retain experienced and 	
	 talented people. Is talent out there and not being noticed? • 	
	 Skills for industry focus – ehealth, fintech, renewables and 		
	 sustainable technologies • Changes in salary trends 		
	 and expectations • How can we achieve global and regional 	
	 collaboration on standards? Do we need standards at all? 
	 Mrs. Bhavani Suresh, President, ISACA UAE Chapter; Tim 		
	 Sandwell, Director, Barclay Simpson (UK)

5.30PM	 Close of Day One
6.30PM	 Networking Reception and Dinner (St. Regis, Abu Dhabi)

Day Two: Tuesday 12 March 2019

9.00AM	 Coffee 
9.15AM	 Chairman’s Re-opening
	 Marcus Alldrick, Former CISO, Lloyd’s of London & Principal	
	 Advisor, Santander 

Financial Crime: Building Intelligent, Offensive, 
Protective and Responsive Security

9.20AM	 Discussion How are organsiations protecting themselves 		
	 against financial crime? How do you leverage the value and 	
	 investment of threat intelligence platform? What is the 		
	 current view on operational risk and cybersecurity?

A benchmarking discussion and insights shared on key 
challenges, approaches and solutions to the cyber threat 
landscape covering: • Who are the emerging attackers, what are 
their motives and what methods do they use? • What are the 
key challenges of how sensitive data is protected now?  
• Regulators - are their demands realistic and achievable? 
• Insurance of cyber risk - How to manage the risk and not just 
transfer it? • Proven tactics for predict, prevent, detect, respond
Led by: Marcus Alldrick, Former CISO, Lloyd’s of London & 	
	Principal Advisor, Santander; Tom Gamali, Group Chief 
Information Security Officer, Group Information Security and 
Resilience, Large Conglomerate (Saudi Arabia); Maiysa Al 
Dhanki, Assistant Manager, Advisory Services, EY (Oman); Ankit 
Satsangi, CISO, Head Of Cyber Security and Monitoring, Azizi 
Developments (United Arab Emirates)

10.00AM Scenario Planning Exercise Innovate
	 A role play experience where everyone participates in 		
	 developing an innovation team within their company or 		
	 government department. Unconventional methods 		
	 will be encouraged! This session is relevant for CISOs who 		
	 want to challenge their internal teams to innovate 		
	 security solutions of high value to the business. •Principles of 	
	 innovation •Diversity team or a common knowledge base 		
	 team? •Novelty, prior art and patenting •The built environ		
	 ment that stimulates creative intellectual property growth 		
	 •Culture, interaction, safe spaces and interpersonal		
	 dynamics •Scenario challenge for quick innovation discussion 	
	 and unconventional solutions- anything is accepted! 
	 Led by: Dr. Sally Leivesley, Director, Newrisk Ltd, 
	 A Founder Member, The Exercise Group7

	

10.40AM Morning Coffee Break

Digital Trust, Risk and Governance: Culture and 
Trust... 

11.10AM Roundtable discussion Cybersecurity, Audit and 
	 Governance - Bridging Business Gaps
	 • How do we effectively bridge the gap between security, 		
	 the business and governance? • What do Board members 		
	 and other GRC assurance leaders need to know to 		
	 ask the right questions of CISOs today?  • How do we effec		
	 tively audit information systems? • What emerging 		
	 governance, audit and risk challenges given technology 
	 innovation and IoT? • Compliance and privacy – and 
	 bridging privacy and security • How do we better 
	 communicate IT risks to stakeholders • Building effective 		
	 data governance programmes • Metrics 
	 Co-chaired by: 
	 Marcus Alldrick, Former CISO, Lloyd’s of London & 
	 Principal Advisor, Santander (United Kingdom)
	 Ahmed Ebeid, Executive Director of Audit and Risk, 
	 Emirates 	Post Group (United Arab Emirates)
	 Co-facilitated by: 
	 Major Dr. Hamad Khalifa Al Nuaimi, Head of 
	 Telecommunications, Abu Dhabi Police GHQ (United Arab 		
	 Emirates)
	 Derek Cheng, Chief Security Officer, TalkTalk (UK)
	 Ray Stanton, SVP/Group Chief Security Officer, TDC Group 		
	 (Denmark)
	 Dr. Viktor Polic, CISO, Head of Information Security and 		
	 Assurance Services, International Labour Organization – 		
	 United Nations & Adjunct Professor of Computer Science, 		
	 Webster University (Switzerland)

12.30AM Close of Day Two

12.35AM Lunch 
-1.45PM
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"Embraces the changing threat 
environments, great experience, fabulous 
speakers, pertinent interesting focus" 
Special Tribunal for Lebanon

"I just had the best conference ever!"
Chief Operations Officer, BT 

“I would like to extend my appreciation having been 
given the chance to witness the success of your 
recent event. I look forward to a further outstanding                                                          
lineup of events from your organization!“
Head of IT, intec, GOPA International Energy 
Consultants (Abu Dhabi)

“You brought the world’s cyber concern to the UAE 
for awareness and also brought world 
experts to provide advice  based on their own                                                             
experience!“
Head of Planning and IT Security, Al Dhafra Region 
Municipality (UAE)
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Venue and Accommodation
St. Regis Abu Dhabi 
Nation Tower, Corniche, P.O. Box 60476, Abu Dhabi   
United Arab Emirates. www.stregisabudhabi.com

Special discounted accommodation rates are available at The St. 
Regis Abu Dhabi during the event. AED 800 + 3.5% tourism fee/ 
approximately £174.00 *pending availability.
To book please contact Sanna Lindstrom, 
sanna.lindstrom@pulseconferences.com

Book Online - www.ciso360middleeast.com
By Phone - +44 (0)20 7936 8985 

By Email - teampulse@pulseconferences.com 
 

Registration details
CISO 360 Middle East - Delegate Pass (11-12 March 2019)
Tier 1: Delegate Pass (before 14 February) – £900 
Tier 2: Delegate Pass (after 14 February) – £1,500 

CISO 360 Middle East - Advisory Pass (11-12 March 2019)
Strictly limited to 5 passes per event!
Advisory Pass – £2,000 

Add onto the above pricing 
CISO Training Course (13 March)
Course: Resilience Communications Training – Media, Brand 
Protection, Crisis Governance – £800 

Please note:
* Delegate Passes above are only available to book by inhouse practitioners – 
i.e. persons who are currently in the role of CSO/ corporate security director, or 
similar. 
* 5 Advisory-Provider Passes are available to persons or companies providing 
advisory services or solutions to the security community.
* Pulse conferences reserves the right to approve that all registrations fall under 
the correct tier.
* Registration will be available online until the congress begins. Space pending, 
registrations and payment can be taken onsite.
*Optional Training Courses are subject to a minimum number of delegates.

Inclusions
- Entry to 2nd CISO 360 Middle East Congress (11-12 March 
2019)
- Invitation to join the networking receptions, dinner, cultural 
visits (details to be announced prior to the event)
- Lunches and daily refreshments
- Certificate of attendance soft copy provided post-event on 
request
- Post-event presentation materials (subject to speaker opt-out) 
and output reports
- Loyalty programme membership for future events and invita-
tion to bespoke community events in your city
Exclusions
- Travel and accommodation expenses to attend the event
- All other costs associated with attending the event

Cancellation Terms
What if I’ve registered but can’t attend and want to send someone in my 
place? We accept substitute delegates. Please let us know in advance with the 
details of your replacement copied into an email introduction.

What if I’ve registered but can’t come and do not have anyone to take my 
place? We will always offer to transfer the delegate pass to another event. 
Cancellations received between 30 working days and the event start date, no-
shows, or people who cannot stay for the event duration, are liable to pay the 
full conference fee and no refunds will permitted. Cancellations between 30- 60 
working days before the event are liable for 50% refund of the ticket price paid. 
All refunds will be processed minus the transaction fee and applying any 
currency fluctuation differences.

Pulse Privacy Policy can be found here 
https://www.pulseconferences.com/about/privacy-policy/

Book by 
14 February 
2019 to save 

£600!

http://www.stregisabudhabi.com 
http://www.ritzcarlton.com/en/hotels/europe/vienna#Hotel 
mailto:sanna.lindstrom%40pulseconferences.com?subject=
https://www.pulseconferences.com/conference/2nd-cso-360-congress/venue-and-accommodation-2/ 
http://www.cso360congress.com
mailto:teampulse%40pulseconferences.com%20?subject=
https://www.pulseconferences.com/about/privacy-policy/

